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What's next ?



Thanks for your attention!

Questions?
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beyond technical possibilities.

Our next steps on a technical site include the ongoing development of a client called Tree-
tank [Gra11, GKW11]. Treetank combines the proposed technical measures to satisfy
security upon the Threshold of Technical Control communicating with SaaS applications
as well as with specialized servers deployed on PaaS instances. Additionally to the tech-
nical development of this infrastructure, we will continue our evaluation on corresponding
legal aspects and apply our findings so far to international statues as well, satisfying the
global-aware nature of cloud infrastructures.
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